
Obtain a third-party assessment. Wipfli provides 
risk assessments using the most updated framework to demonstrate 
your compliance with all of the regulatory security requirements 
facing health care organizations and business partners today. 

Improve your security confidence. By performing 
an initial gap analysis against the HITRUST CSF, Wipfli can identify 
areas of noncompliance to help you better manage and mitigate 
risk, in addition to helping you take appropriate and reasonable 
steps to improve your organization’s security program and 
understand and implement information protection safeguards that 
meet compliance requirements.

Take your security efforts to the next quality 
level. Using the most up-to-date framework, Wipfli can develop 
a roadmap for your organization to pursue CSF validation or 
certification.

Ensure strong vendor management. Use the 
CSF to further ensure your business partners are also meeting 
compliance requirements. 

Benchmark against other providers. Upon 
completion of your assessment, you’ll gain access to data, allowing 
your organization to measure against other organizations. 

Ensuring the security of your information has never been more critical than it is today.  

As your organization works to comply with ever-evolving security regulations, relying  

more heavily on technology, look to Wipfli for assistance and assurance.

The Health Information Trust Alliance (HITRUST) Common Security Framework (CSF) is one 

of the industry’s most widely adopted security frameworks. As a designated HITRUST CSF 

Assessor, Wipfli can assess your information security program against many industry 

standards and regulatory and state statutory requirements (i.e., HIPAA, HITECH, PCI, COBIT, 

NIST, and CMS).

www.wipfli.com/HITRUST

Wipfli HITRUST CSF Assessments 
and Services
Practical experience backed by industry expertise. 



The pressure is on.
With the adoption of electronic health records (EHRs) and health 
information exchanges (HIEs), the growing threat of medical 
identity theft, and the increased emphasis on individual privacy, 
you need proper security controls in place. You also need to 
comply with multiple requirements on several fronts—requirements 
that keep changing.

Wipfli is uniquely qualified to help. As a designated HITRUST 
CSF Assessor, we apply the most current, widely recognized, and 
industry-adopted standards to your security framework. Whether  
or not your organization actually adopts the CSF, you can be 
confident you’re getting an assessment based on one of the 
industry’s most widely accepted approaches to regulatory 
compliance and risk management.

Wipfli can align and assess your compliance with specific 
regulations your organization must meet while taking the size and 
complexity or your organization into consideration. The result is 
a focused expert engagement with relevant documentation that 
appropriately fits your organization.

Leaders in health information 
privacy and security.
Wipfli has been approved by HITRUST to perform CSF readiness 
assessments, remediation, and third-party assessment work to help 
your organization with regulatory compliance. To become a CSF 
Assessor, Wipfli submitted to an extensive due diligence process, 
demonstrating our strong information security practice, knowledge, 
and leadership.

But our expertise goes well beyond this respected industry 
designation. At Wipfli, you’ll find a veteran health care practice 
team with strong experience in health care security. Our team 
includes professionals who’ve previously served as information 
security officers for health care providers, as well as regulatory 
insiders. 

We understand the complexity of the health care environment and 
the technology environment firsthand—where data is stored, how 
it moves through an organization, and how it’s used. And we 
maintain insights into changing regulations and regulatory scrutiny. 
Our combined industry experience and HITRUST CSF Assessor 
designation give you a uniquely comprehensive and credible 
assessment resource. 

The Health Information Trust Alliance, in collaboration with health care, business, technology, and 
information security leaders, has established the Common Security Framework (CSF), a certifiable 
framework that can be used by organizations that create, access, store, or exchange personal health and 
financial information. 

Wipfli’s desgination as a CSF Assessor makes the firm part of a small and elite group of security experts in 
the world that are qualified to provide information assurance services to the health care industry. 

By providing clients with a best practice-based, prescriptive information security framework that normalizes 
existing security requirements with a common approach for assessing and reporting, HITRUST and Wipfli 
can aid your organization in reducing the inefficiencies and complexities associated with managing 
security independently.

About HITRUST and the CSF

For more information about HITRUST and CSF, visit  

www.wipfli.com/HITRUST


